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TISAX®– TRUSTED INFORMATION  
SECURITY ASSESSMENT EXCHANGE ​

TISAX® is based on the Information Security Assessment (ISA)  
– a catalog of requirements concerning ISO/IEC 27001 – developed 
by the German Association of the Automotive Industry (VDA). The 
ENX Association acts as the governance organization within TISAX® 
and is responsible for the further development of TISAX®,  
the monitoring of TISAX® audit providers and assessment  
execution as well as quality assurance. 

•	 Focus on security within automotive supply chain​

•	 German OEMs automotive mandate compliance to TISAX®​

•	 IATF link to Information Security “6.1.2.3 Contingency plans” S13 

FOUR STAGES IN GAINING TISAX®​

TISAX® ADVANTAGES 

•	 Assessment results recognized by all TISAX® participants 

•	 Creates a commonly accepted assessment standard

•	 Accepted by suppliers and original equipment 
manufacturers (OEMs) 

•	 Saves time and money

•	 Creates confidence in assessed company 

•	 Eliminates duplicate and multiple assessments

CUSTOMER: REGISTER VIA THE TISAX® ONLINE PLATFORM FOR A SCOPE 
REGISTRATION EXCERPT

To begin, registration on the TISAX® platform is required. Once this has been 
done, SGS can be selected as your TISAX® audit provider for assessment  
(quote based on the TISAX® scope registration excerpt). 

Please register under: ENX Portal

CUSTOMER: SELECTION AND ENGAGEMENT OF A TISAX® AUDIT PROVIDER

To ensure information is secure, different assessment levels are provided by the 
audit provider depending on the protection requirement. These are subdivided 
according to the assessment procedure.

SGS: CONDUCT DOCUMENT REVIEW AND/OR ON-SITE ASSESSMENT
Assessment level 1: Self-assessment with a normal protection target

Assessment level 2: Based on the documentation review with plausibility 
check and a telephone interview

Assessment level 3: Based on the documentation review with plausibility 
check and the on-site assessment with a very high protection target

CUSTOMER: EXCHANGE OF ASSESSMENT RESULTS

The results can be exchanged if the assessed company gives explicit authorization.

TISAX® – Trusted Information  
Security Assessment Exchange 
TECHNICAL SHEET

https://portal.enx.com/en-us/Account/Login/Register/?returnUrl=%2FTISAX%2Ftisax-initial-registration%2F


